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1 Member Gateway (DAP) System Requirement
Member Gateway
Member Gateway for FX-Clear acts as a bridge to connect CCIL Host End to various Dealer Workstations for a particular Member. 
Hardware Requirement
	CPU 
	Quad Core (Server Class) or Higher

	RAM 
	16 GB or above

	Monitor 
	SVGA color monitor

	Hard Disk Space required for Application 
	250 GB


Software Requirement
	Operating System
	Microsoft Windows Server 2012 Standard 64 bit 

	Security
	Class 3 System Certificate (SHA2) in .pem and .cer file format issued by IDRBT

	.Net Framework
	Framework 4.7.2 or Above


Network Requirement
	CCIL Host Server Location
	INFINET IP of CCIL Host Server

	Dadar
	10.30.84.47, 10.30.84.46, 10.30.84.45

	Kurla
	10.31.84.47, 10.31.84.46, 10.31.84.45

	Pune
	10.19.84.47, 10.19.84.46, 10.19.84.45


	Firewall port to be opened between CCIL Host Server & Member Gateway
	50010 & 50011  Uni-directional (TCP) towards CCIL Host Server


2 Dealer WorkStation (DWS) System Requirement

Hardware Requirement
	CPU 
	Intel Core i3 or Higher

	RAM 
	8 GB or above

	Monitor 
	SVGA color monitor (1366x768)

	Hard Disk Space required for Application 
	200 GB


Software Requirement
	Operating System
	Microsoft Windows 10 Professional 32 or 64 Bit with themes other than Basic and Classic

	.Net Framework
	Framework 4.8 or Above

	Packages / Patch
	· Microsoft Office Excel 2013 or above

· XPS Services (Add from Windows Feature)

· XPS Viewer (Add from Windows Feature)

· Arial Regular Font


Network   Requirement
	Port to be opened between Member Gateway and DWS in-case of a firewall
	11133, 11134 
Uni-directional (TCP) 


3 Other Technical Requirement

1. Members Gateway /DWS Installation should be done with windows user having administrator rights. 
2. Member Gateway and Dealer Workstation (DWS) should be part of same Windows Domain or Workgroup

3. The public key certificate file (.cert) and Member Server INFINET IP (10 series) should be sent to CCIL for configuration at host end. 
4. Local/Network Printer on Dealer workstation should be installed and set to default.
5. For efficient functionality of the application, it is highly recommended to have Member Gateway and Dealer Workstation network connectivity through LAN (Local Area Network).
6. For application logs to get generated, do the following setting: Go to Control Panel -> User Accounts -> Change User Account Control settings -> Set ‘Never Notify’ and click ‘OK’.
7. On Member Gateway server ensure the following settings is done in windows registry.

· HKEY_LOCAL_MACHINE/SOFTWARE/MICROSOFT/WINDOWS/CURRENT  VERSION/POLICIES/SYSTEM  (EnableLUA Key value should be 0).

8. Time Zone on Member Gateway as well as Member DWS should be (UTC +5.30) Chennai, Kolkata, Mumbai, New Delhi. 

9. Date and Time on Member Gateway and Member DWS should be same.
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